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ABSTRACT 

 
The proliferation of connected devices in the Internet of Things (IoT) presents a connectivity 
challenge. The future internet will require a paradigm shift in which content is evaluated on 
the basis of ``What'' it is rather than ``Where'' it originated. ICN's goal is to provide the 
benefits of name-based content addressing in order to facilitate scalable content distribution, 
security, mobility, and trust. NDN is a new internet architecture that evolved from Content-
Centric Networking (CCN). NDN is viewed as a solution to the IoT's challenges, as well as a 
way to transcend the IP paradigm. With IoT systems that had a number of challenging 
characteristics to satisfy, including heterogeneous devices, resource constraints, and energy 
efficiency. Due to the fact that NDN native features deliver data via hierarchically structured 
names, it offer promising solutions for current research integrating NDN into IoT. The review 
discusses the significance of naming, its influence, and security factor. Additionally, research 
challenges in the areas of naming and security will be discussed. The primary objective of 
this review is to give a new facelift to a new integrating naming convention for NDN. 


