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ABSTRACT 

The internet of things (IoT) is a complex system that includes multiple technologies and 

services. However, its heterogeneity can result in quality-of-service (QoS) issues, which may 

lead to security challenges. Software-defined network (SDN) provides unique solutions to 

handle heterogeneity issues in large-scale IoT networks. Combining SDN with IoT networks 

has great potential for addressing extreme heterogeneity issues in IoT networks. Numerous 

researchers are investigating various techniques to resolve heterogeneity issues in IoT 

networks by integrating SDN. Our study focuses on the SDN-IoT domain to improve QoS by 

addressing heterogeneity. Heterogeneity in SDN-IoT networks can increase the response 

time of controllers. We propose a framework that can alleviate heterogeneity while 

maintaining QoS in SDN-IoT networks. The framework converts m heterogeneous 

controllers into n homogeneous groups based on their response time. First, we examine the 

impact of the controller’s bandwidth and find that the system throughput decreases when 

the controller’s bandwidth is lowered. Next, we implement a simple strategy that considers 

both the bandwidth and service time when selecting the peer controller. Our results show 

some improvement in the framework, indicating its potential to alleviate heterogeneity while 

maintaining QoS and other metrics. 


